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1	Decision/action requested
Include the solution in TR33.874
2	References
[1]	
3	Rationale
This contribution proposes a new solutoin to address part 2 of the KI#2.  
4	Detailed proposal
pCR
***	BEGINNING OF CHANGES ***
[bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]6.Y	Solution #Y: Threashold setting in EAC mode
[bookmark: _Toc513475448][bookmark: _Toc48930864][bookmark: _Toc49376113][bookmark: _Toc56501566][bookmark: _Toc63690072]5.1.1	Introduction
[bookmark: _Toc513475449][bookmark: _Toc48930865][bookmark: _Toc49376114][bookmark: _Toc56501567][bookmark: _Toc63690073]This solution propose to consider the following cases when setting the threasholds of the Early Admission Control (EAC) mode: 
· slice registration requests may increase suddenly when EAC is activated (i.e. when no NSACF check is performed) 
This is to prevent potential DoS attacks by attackers when no NSACF check is performed. 
5.1.2	Solution details
0. Setting threasholds (maximal number of UE has been accepted in the S-NSSAI) for activation of the Early Admission Control (EAC) mode, taking account of potential sudden increase in registration requests to the slice of concerns.. 
The activation and de-activation procedure of the EAC mode and the registration procedures when the EAC mode are activated/de-activated follow the registration procedure specified in the clause 4.2.1.1.2 in TS 23.502. 
5.1.3	Evaluation
This solution addresses part 2 of KI#2 through setting proper thresholds for activation/de-activation of the EAC mode. 

***	END OF CHANGES	***
